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EU Declaration of Conformity
(Provisional and Supplementary)

SatMARS Navigations- u. Kommunikationssysteme GmbH, declare the product is in conformity with the 
article 3.3(d) the network protection / does not harm the network, misuse network resources,
article 3.3(e) the privacy protection / store and transfer only required personal data in a encrypted way,

details are as follows:

Company name: Shenzhen Eview GPS Technology
Company address: Rm 201, Building 1-A, Nankechuang Yuangu, Dalang, Longhua District, Shenzhen, China
E-Mail: asuya@eviewgps.com
Contact Person: Miss Zhang

Product Information:
Product Name: Personal Mobile Alarm System
Product Model: EV-04-EU
Hardware version: EV04_MB_V2.3
Software version: V04.1.0.9 5007.2540

The following standards have been applied for the investigation of compliance:
This document is a provisional and supplementary declaration of conformity.
The last actual conformity and its standards are defined in the document from 17 
April 2024. Certification validity and its content are linked to the document for down-
load and check by the right QR-code and link.

EN 18031-1:2024 – Network Protection (Art. 3.3d)
• Device uses individual, strong access data (no standard admin "1234")
• Implementation of secure update mechanisms (signed/verified firmware)
• Protection against malware infiltration (no open debug interfaces, secure boot)
• Device must not overload networks (no excessive traffic, protection against DoS)
• Protection against unauthorized remote access (e.g. Firewall/port restrictions).

EN 18031-2:2024 – Data Protection & Privacy (Art. 3.3e)
• Only necessary personal data is collected (data minimization)
• Transparency: Users are informed about which data are collected/transmitted
• Encryption in the transmission (GPS & Alarm Info → TLS/encrypted mobile connection)
• Encryption during storage (e.g. Emergency call logs on the device or in the cloud)
• Access control: only authorized persons/services can read data
• Secure deletion mechanisms for stored data (reset, end of life)

The product has complied with all the relevant EC directives and correctly use the CE mark.

Date of Issue: 01/08/2025
Date of Signature: 02/09/2025
General Manager Name: Marc Melzner
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